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Abstract of the contribution: This contribution analyses the policy conflict in the scenario that the 3GPP operators support WLAN access rely on roaming agreements. And a UE initiated policy conflict resolution is proposed.
Discussion
The UE can select a WLAN network based on the ANDSF policy and the HS2.0 policy which is defined by WFA Hotspot 2.0 specifications. And the ANDSF policy is provided by the ANDSF deployed by the 3GPP operator while the HS2.0 policy is provided by the advertisement server deployed by the hotspot provider. Because the operators of the ANDSF server and the advertisement server may be different, there may be potential policy conflict during the procedure that the UE selects the WLAN network using different policies. 

For example,
1. The valid ANDSF policy stored in the UE indicates to the UE to handover to the WLAN network identified by SSID A. But when the UE tries to access the WLAN network identified by SSID A, the UE finds that the BSS load of the WLAN network is too heavy to access.

2. The UE decides to move IP flow1 and IP flow2 to the WLAN network identified by SSID B based on the valid ANDSF policy stored in the UE. And then the UE tries to access the WLAN network identified by SSID B. During/Before the network access procedure the UE obtains the HS2.0 policy of the WLAN network identified by SSID B, which indicates that IP flow1 will be blocked according to Connection Capability of the AP.
One possible solution of the policy conflict is that the ANDSF considers the HS2.0 policy of the WLAN network when determining ANDSF policy. But the precondition of the possible solution is that the 3GPP operator can provide the up-to-date HS2.0 policy of the WLAN network to the ANDSF, e.g. when the WLAN network is deployed by the 3GPP operator. In case the 3GPP operators rely on roaming agreements for supporting WLAN access. There’re two deployment examples which are shown in Figure 1:

1. The 3GPP operator has a roaming agreement with a hotspot provider (shown as WLAN A) directly;

2. The 3GPP operator has a roaming agreement with a Roaming Partner, and the Roaming Partner maintains a roaming agreement with a hotspot provider (shown as WLAN B).
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Figure 1 Examples of supporting WLAN access rely on roaming agreements
In the above two deployment scenarios, the ANDSF may not be able to obtain the up-to-date information from Hotspot2.0 Advertisement Server, due to the following reasons:
1. The 3GPP operator can’t obtain the HS2.0 policy of the WLAN networks deployed by the hotspot provider;
2. Even if the 3GPP operator can obtain the HS2.0 policy of the WLAN networks deployed by the hotspot provider, the HS2.0 policy is out-of-date, for example the BSS load information of the WLAN networks.
Because of the above reasons, the ANDSF policy determined by the ANDSF may conflict with HS2.0 policy.
In the network deployment shown in Figure 1, since it is the UE which first detects policy conflict, it is proposed that the UE initiates a policy update procedure when it detects the conflict.
Proposal

In order to solve the policy conflict in the network deployment scenario that the 3GPP operator provides the WLAN access rely on roaming agreements, it is proposed that when the UE detects the policy conflict, the UE initiates a policy update procedure with the ANDSF to obtain a new ANDSF policy.
***** First Change *****

6.X 
Solution: UE initiated policy conflict resolution
6.X.1 Description

This solution addresses Key Issue # 2 – Delivery of consistent information for WLAN network selection.
When the UE selects a WLAN network, if the UE detects conflict between ANDSF policy and HS2.0 policy, the UE sends HS2.0 policy of WLAN networks around it to the ANDSF to obtain a new ANDSF policy.
In the following scenarios the UE sends HS2.0 policy of WLAN networks around it to the ANDSF:
1. The ANDSF policy indicates that the UE should select a WLAN network and the ANDSF policy also includes a list of WLAN network identity and the associated priority to the UE. And the HS2.0 policy corresponding to one or more WLAN network in the list conflicts with the ANDSF policy.
2. The ANDSF policy just indicates that the UE should select a network using WLAN access technology: the UE obtains HS2.0 policy of available WLAN network(s) around, and the HS2.0 policy corresponding to one or more WLAN network(s) conflicts with the ANDSF policy.
When the scenarios mentioned above happen, the UE initiates the policy update procedure with ANDSF to report the conflict.
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Figure 6.x.1-1 UE initiated policy update procedure
1. The UE initiates the policy update procedure by transmission of a Policy Update Request (UE location, HS2.0 policy of the available WLAN networks in the vicinity of the UE) to the ANDSF. The UE location is the location information of the UE and the UE may specify the value of the parameter in terms of current 3GPP Cell Id. HS2.0 policy of the available WLAN networks in the vicinity of the UE includes the identity of every available WLAN network in the vicinity of the UE and the associated HS2.0 policy of the WLAN network.
2. On receipt of the request message the ANDSF looks up the UE location in the ANDSF database and searches the available networks around the UE. Then the ANDSF determines a new ANDSF policy based on the 3GPP operator policy, UE subscription data, available networks around the UE and the HS2.0 policy of the available WLAN networks in the vicinity of the UE. Then the ANDSF sends a Policy Update Response (ANDSF policy) to the UE containing the updated ANDSF policy. Alternatively, the ANDSF can immediately return a Policy Update Response message without any policy to the UE. The ANDSF can push the new ANDSF policy to the UE afterwards.
NOTE: The way that the ANDSF determines the new ANDSF policy is FFS.
6.X.2
Impacts on existing nodes or functionality

The UE can find the conflict between the ANDSF policy and the HS2.0 policy of the WLAN networks and support the policy update procedure.
The ANDSF can make out an ANDSF policy that will not conflict with the HS2.0 policy of the WLAN networks around the UE and support the policy update procedure.
6.X.3
Evaluation
***** End of Changes *****
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